Dear xx,
I am writing to you as you still have access to one of the VPNs1 to access resources when not connected to the Imperial network. The recommended solution to this is to use Zscaler, which we have successfully moved most staff over to using over the last two years.
This VPN poses a significant cybersecurity risk to Imperial as it is incompatible with Multi-Factor Authentication.
If you still require the use of a VPN for your work, please complete this form and detail the reasons why you require access by xx. We will then contact you to discuss your needs further.
If you do not use any VPN (are using Zscaler to access the Imperial network) and wish to be removed from any further communications, please complete this form.  If you do not complete either form by xx, we will remove your access to this VPN.  
Kind regards
Ingrid 

1 By legacy VPN I mean using Tunnelblick or OpenVPN with the ic.ovpn config file, or manually configuring vpn.ic.ac.uk with the Windows (built-in) VPN application or any another VPN application.  We are contacting everybody who still have access so as not to omit anybody but if you do not use for any VPNs please complete this form 
